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Inland navigation makes increasing use of digital 
systems and applications. Its ever-expanding digital 
environment allows inland navigation to become 
safer, to reduce its ecological footprint and to remain 
economically viable. At the same time and due 
to increasing cyber threats, it becomes more and 
more challenging to ensure the safety of the digital 
environment and the resilience of vital services, as well 
as inland navigation itself.

The purpose of the workshop is to expand 
cybersecurity awareness, discuss and develop the 
concepts of cyber resilience and continuity of service in 
inland navigation and to find a common understanding 
on how to minimise the risks concerning the safety of 
inland navigation’s digital environment.

The workshop is destined equally towards the public 
and the private sector, in particular: 

•	 regulators, administrators and experts from 
navigation authorities and waterways managers;

•	 vessel, port and terminal operators;

•	 equipment and application manufacturers;

•	 consultants, research and development facilities.
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